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Executive Summary 
 
The ACLP at New York Law School supports L.D. 1284 and makes the following points in 
support of its passage: 
 

1. Maine’s current ISP-focused data privacy law does not reflect the realities of the 
digital ecosystem or the harms that stem from it.   

2. In the absence of strong, comprehensive, and uniform data privacy laws – and 
without policymakers willing to stand up to rapacious data harvesters – firms for 
which data is their lifeblood will continue unabashed in their pursuit of more and 
more of our sensitive information. 

3. The harms of unrestrained data collection and monetization practices by tech firms 
are becoming more visceral by the day, with children and teens bearing the brunt of 
ever more intrusive harvesting techniques.  

4. The inadequacy of Maine’s digital privacy framework is also evident by simply 
comparing the current law, which applies only to ISPs, and the proposed 
comprehensive data privacy laws also pending before the Committee today. The 
roster of proposed protections in the comprehensive bills are not currently available 
to the people of Maine, leaving them exposed to myriad potential harms.  

5. Repealing the ISP-focused privacy law is a necessary first steps towards bolstering 
online protections in Maine.  

 
 

*  *  *  *  *  * 
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Thank you for the opportunity to offer testimony today.  
 
My name is Michael Santorelli. I am the director of the Advanced Communications Law & 
Policy Institute (ACLP) at New York Law School.1 The ACLP monitors, writes about, and 
regularly weighs in on broadband and tech-related policy developments across the country. 
The ACLP has long been a vocal advocate for strong, comprehensive, and uniform data 
privacy laws, which are needed to protect consumers from having their sensitive online 
information harvested and monetized without their knowledge or consent.2  Without clear 
rules of the road, online companies whose business models rely on the monetization of 
personal data will continue to do as they please in the digital Wild West.  
 
In this testimony, the ACLP makes five points in support of L.D. 1284, passage of which 
would signal that Maine takes seriously the gravity of the issues before it.  
 
First, Maine’s current data privacy law, which L.D. 1284 seeks to repeal, does not reflect the 
realities of the digital ecosystem or the harms that stem from it.  
 
Let’s follow the money.  
 
The current law only covers ISPs and does not address the behavior or reflect the business 
models of any other actor in the digital ecosystem. ISPs make almost all their money from 
selling broadband, video, and voice services to customers. For all other actors in the digital 
ecosystem – edge companies; data brokers; AI firms; etc. – data monetization is their 
lifeblood. As such, these firms are constantly figuring out new and more intrusive ways of 
getting increasingly granular data about us and our online habits so they can make more 
money.  
 
Consider Meta. In 2024, nearly 98% of Meta’s $164 billion in revenues stemmed from 
advertising.3 For the uninitiated, it might seem like Meta’s Facebook is the primary source of 
data fueling its advertising revenue since that is where people voluntarily post a lot of 
personal information. However, over the years, it has come to light that Facebook 
represents the tip of a massive iceberg of murky data collection practices by Meta. Indeed, 
in its pursuit of market share and financial growth, Meta has created an endless array of 
methods for gathering data from consumers. Every few years, a new data collection scandal 
implicating a previously unknown data collection technique by Meta comes to light and 
horrifies the public.4 
 
This dynamic is not unique to Meta. Rather, it is emblematic of the financial incentives that 
drive almost all non-ISP firms in the digital ecosystem. Remember: if something is free (e.g., 
email, social media, search, etc.), then you are the product.  
 
Second, in the absence of strong data privacy laws – and without policymakers willing to 
stand up to rapacious data harvesters – tech firms will continue unabashed in their pursuit 
of more and more of our sensitive information.  
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Without strong privacy laws that apply equally to all digital firms, there is a real likelihood 
that data collection and monetization could become even more intrusive and pernicious as 
firms race to become leaders in AI. This is not a hypothetical. The next data harvesting 
onslaught involves integrating AI into a host of products, including wearable tech like 
glasses, watches, and even neural implants, so that they can collect data from us wherever 
we are.5 AI feeds on data, and those training AI tools have shown little regard for IP laws or 
privacy norms.6 
 
In the age of AI, treating ISPs as the primary privacy menace makes no sense.  
 
Third, the harms of unrestrained data monetization practices by tech firms are becoming 
more visceral by the day. Unbridled data collection creates a toxic feedback loop that allows 
tech companies to make their offerings even more addictive. This is especially harmful to 
children and teens, who, unfortunately, are bearing the brunt of the myriad negative 
outcomes of this addiction.  
 
These harms are also evident in the increasing politicization of tech firms and the 
weaponization of the data they collect. In the last few years, there have been many instances 
of states using digital data to track people and arrest them if they search for the “wrong” 
thing.7 At the same time, the leaders of many of these firms have demonstrated time and 
again how craven they are to remain among the richest people in the world by kowtowing to 
those in elected office.8 What’s to stop them from handing over user data in exchange for, 
say, laxer antitrust enforcement?9 
 
Fourth, the inadequacy of Maine’s privacy framework to protect consumers’ data is also 
evident by simply comparing the current law, which applies only to ISPs, and the proposed 
comprehensive data privacy laws also pending before the Committee today. Indeed, the 
proposed comprehensive laws offer a compelling inventory of all the protections that the 
people of Maine currently lack vis-à-vis voracious tech companies. Without laws that 
articulate users’ rights in their data, prohibit pernicious data collection activities, offer 
specific protections for children, and include mechanisms to opt out of data collection, the 
people of Maine remain at the mercy of tech companies, who have demonstrated that they 
have little regard for how their data collection practices impact the people they rely on to 
stay in business.  
 
Fifth, repealing the current law is a necessary first step towards assuring comprehensive 
data privacy in Maine. 
 
Repealing the current law will not change the status quo because, as discussed above, the 
ISP-focused law does nothing to protect consumers from the bad behavior of other actors 
in the digital ecosystem. Moreover, repeal is necessary to pave the way for the adoption of a 
comprehensive privacy law, which will provide a more uniform approach to privacy 
protection. A law that applies equally to all actors in the digital ecosystem will enhance 
personal protections and provide much-needed consistency across the online experience, 
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more so if that law is also consistent with the comprehensive privacy laws already adopted 
in almost 20 states. The people of Maine will be certain that, no matter what kind of online 
activity in which they engage or which service provider they use (ISP, social media app, 
search engine, etc.), their rights and protections will not change.  
 
In conclusion, the ACLP supports passage of L.D. 1284 and encourages the state to 
embrace stronger, more comprehensive, and more uniform data privacy laws. Doing so will 
bolster protections for the people of Maine and signal to the states that have yet to adopt 
these laws that this is a path worth following.  
 
Thank you again for the opportunity to testify.  
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